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Introduction

The RSA crypto system by Rivest, Shamir and Adleman is the most
well-known modern crypto system. In 1991 RSA Inc [1] published
54 challenges with various key lengths for the modulus N (100 to
617 decimal digits).

These RSA cipher challenges [2] were the most well-known crypto
challenges. RSA Inc initially advertised prize money for the solution
of 14 of these challenges [3]. When RSA Inc stopped the contest in
2007, the money for 8 prizes was already payed. By now (status
January 2012), 16 of initially 54 challenges have been solved.

RSA Inc permited the MTC3 team to host the remaining 38
challenges and to o�er it within the MTC3 contest as challenges.
Thanks to Ari Juels.
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RSA-450

For solving the RSA-450 challenge it is necessary to factor the
following decimal number with 450 decimal digits:

N = 1984634237142836623497230721861131427789462869258862
0898785380098715986925690078791591684242367262529704
6526736867114939854460034942655873583931553781158032
4470611551451607705809268243665732119939816626146357
3481264744836057385631322474917155269972781155149056
1895325344395743588150359341484236709604618276434347
9484982431525151066285569926962420745136573838425549
7823390996283918328766741917298807222199653240330025
8906083211160744508191024837057033 For the solution,

please hand in one of the two prime factors as a decimal number.
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Sources

[1] http://www.rsa.com

[2] http://en.wikipedia.org/wiki/RSA_Factoring_Challenge
http://en.wikipedia.org/wiki/RSA_numbers

[3] http://www.rsa.com/rsalabs/node.asp?id=2093

Author: RSA Inc 4 / 5

http://www.rsa.com
http://en.wikipedia.org/wiki/RSA_Factoring_Challenge
http://en.wikipedia.org/wiki/RSA_numbers
http://www.rsa.com/rsalabs/node.asp?id=2093


Appendix

A "cipher challenge" is a cryptographic problem that has been
published, sometimes with a prize o�ered for cracking it.

When a cipher challenge has not yet been cracked despite many
attempts, then con�dence in the propagated system rises. If
someone succeeds in cracking the problem, then the cryptosystem
with the speci�ed parameters is no longer regarded as secure.
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